The OWASP Mission: Making Software Security Visible

Software powers the world, but insecure software threatens safety, trust, and economic growth. The Open Web Application Security Project (OWASP) is dedicated to making application security visible by empowering individuals and organizations to make informed decisions about true application security risks.

OWASP boasts 30,000+ participants, more than 65 organizational supporters, and more than 130 academic supporters. Notable OWASP corporate supporters include software suppliers, cloud infrastructure hosts, mobile device producers, SaaS providers, retailers, workforce integrators, supply chain optimizers, and security, risk management, and compliance firms.

As a 501(c)(3) not-for-profit worldwide charitable organization, OWASP does not endorse or recommend commercial products or services. Instead, we allow our community to remain vendor-neutral with the collective wisdom of the best individual minds in application security worldwide. This simple rule is the key to our success since 2001.

OWASP Facts:
- Established 2001 to support Builders, Breakers, and Defenders across the software security profession
- Nearly 200 local chapters across 6 continents in 75+ countries
- Members include Developers, Security, Audit, Law Enforcement, Legal, Auditors, Risk Managers, Executive Management, Press, Entrepreneurs
- Global academic partnerships established with prestigious universities, colleges and technical institutes around the world in software and security disciplines
- Global AppSec conferences held annually in North America, Latin America, Europe, and Asia Pacific. Regional events held in Brazil, China, India, Ireland, Israel, and Washington D.C.

How We Help Ensure Your Organization’s Security

OWASP provides free documentation, tools, methodologies, standards, articles, message forums, email lists, podcasts, videos and chapter meetings as a service to the software security community. OWASP makes these materials available to help organizations acquire, build, test, and operate software securely under a Creative Commons license.

Membership on any level helps to support the growth of OWASP and new and improved OWASP materials. As an open, non-commercial entity, OWASP brings together individuals and organizations to solve pressing global problems in application security that could not be solved by one person or company. Your support guarantees that your organization stays ahead of the competition by directly benefitting from OWASP security intelligence and practices.
Membership Types & Benefits

✓ Corporate:

   Benefits
   • Visibility at nearly 200 chapters
   • Visibility at conferences and events
   • Discount on conference sponsorship
   • Complimentary advertising at OWASP conferences and events
   • Your brand on the OWASP website and OWASP newsletter

✓ Individual:

   Benefits
   • Discount on conference attendance
   • OWASP.org email address
   • Apply 40% of dues to a chapter or project
   • Vote during elections
   • Recognition on OWASP site

For more information on membership, including special rates for academic, governmental, and non-profit, visit: www.owasp.org/index.php/membership
Questions? E-mail kelly.santalucia@owasp.org

Why You Should Join OWASP

1. Community
   • Nearly 200 chapters around the world
   • Worldwide events, conferences, training
   • Members include Developers, Security, Audit, Law Enforcement, Legal, Auditors, Risk Managers, Executive Management, Press, Entrepreneurs
   • Networking with software security professionals at Fortune 50 firms in technology, financial services, pharmaceuticals, law enforcement, academia, and the military

2. Intelligence
   • Latest inside information on threats, vulnerabilities, and software, with priority access to global and local meetings, conferences, and events
   • Access to podcasts, videos, and presentations by the world’s leading application security professionals

3. Software & Tools (*)
   • Interceptioning Proxies
   • Vulnerable Website Demos
   • Static Analysis Engines
   • Workflow Software
   • Secure API Libraries
   • WAF Rulesets
   • Web Security Scanners
   • Fuzzers
   • Sensing Frameworks
   • Secure and Insecure Code Snippets
   • PoC Generators
   • Bootable Testing CDs
   • Advanced Testing Tools

(*) OWASP supports 150 active projects across “Builder, Breaker and Defender” groupings. All tools, code, and documentation are free and licensed under community principles.

YES—Sign Me Up for OWASP Membership!

Your Name:

Company:

Email address:

Membership Type:
☐ Corporate—$5,000
☐ Individual—$50

Sign up at:
www.owasp.org/index.php/membership

Or mail this form with your payment to:
OWASP Foundation
1200-C Agora Drive, #232
Bel Air, MD 21014
USA

“OWASP is one of the best professional organizations I’ve encountered. The events are well-organized and well-attended. They are also great ways to discover the latest and greatest security software, created by the leaders in the field.”

—Phillip Koblence,
Vice President of Operations
NYI
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