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SUBJECTS

ÅThe Problem

ÅAbout Tor

ÅAbout BruteForce

ÅAbout PyMultitor

ÅCan We Prevent It?



The Problem



WHAT IS THE PROBLEM?

ÅSecurity solutions that rely on IP counters

üBruteforce

üDoS

üAnti -Scanning



About Tor



ABOUT TOR

ÅTor is a network infrastructure that allows browsing the web 

anonymously (This can be argued). 

ÅThe Tor network is constantly growing and includes over 4,500 

servers through which one can browse the internet 

anonymously. In essence, this means that each server can act 

as an anonymous proxy with a different IP address. 

ÅSince the Tor communication can be encrypted, it allows the 

communication between the end user and the proxy to be 

encrypted, making it harder to identify the true source.


