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Your Chapter Leaders..

President: Tom Brennan
Vice President: Pete Perfetti
Secretary: Steve Antoniewicz
Treasurer: Tom Ryan

Board Member
Board Member: Mahi Dontamsetti
Board Member: Peter Stern
Board Member: Kevin Reiter
Board Member: Brian Peister
Board Member: *Douglas Shin

Educational Advisors 
New Jersey Institute of Technology: Osama Eljabiri
Polytechnic University: Nasir Memon
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Demographics
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Rules of the OWASP fight club

We are supported by our peers to provide a vendor 
agnostic security focused event with educational topics.
SPEAKERS EDUCATE – OWASP focuses on best 
practices, techniques and research – no sales pitches.
SUPPORTING VENDORS have sponsored this event –
check them out they keep the events FREE to you the 
attendee
The Inner Circle (ISSA, HTCIA, DC212, 2600, 
INFRAGARD etc..etc… = your g33k peers)
We expand our membership as a distributed social 
network (example g33ks w/guns)
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Demographics…

Limited Seating – 116 FULL HOUSE
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Welcome to OWASP NYC Metro

AGENDA TONIGHT

30 mins. Global Security Week Working Group – Tom Brennan

30 mins - Hackers...BotNets oh My!- Chris Stangel NYC FBI 
Cyber Crime Unit 

30 mins - Why today's vulnerability assessments are failing and 
a case for industry standardization - Mark Clancy is Senior Vice 
President at Citigroup

30 mins - OWASP Project JBroFuzz: Fuzzing for Network and 
Web Applications - Dr. Yiannis Pavlosoglou

30 mins. - Stock fluctuation from an unrecognized influence -
Justine Bone - Aitel 

OPEN BAR 1 HR <INSERT BAR ;)>
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NEXT EVENT
October 25th Verizon Full Day Event

TOPIC: Keynote 
SPEAKER: Renato

Delatorre,Verizon Wireless 

TOPIC: Social Engineering 
SPEAKER: Kevin Mitnick

TOPIC: ISO 27001 What is it... 
SPEAKER BIO: Mahi

Dontamsetti

TOPIC: VOIP - Can you hear 
me?

SPEAKER BIO: Paul Rohmeyer, 
Michael McCobb

TOPIC: Internet Fraud
SPEAKER BIO: Mike Esposito 

TOPIC: 12 Ways to Go Wrong
with Java Security 
SPEAKER BIO: Richard Bowen 

TOPIC: Mobile Security 
SPEAKER: Philip Varughese,
Corey Benninger

CHECK WEBSITE + RSVP
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Demographics..
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Feedback (RSVP Form)

“Punch and Pie is a must. Also the paintball events rock “
“more 15 min demos and hands, detailed technical discussions or 
walkthroughs”
“I would like to see more topics on IT Security integration with 
Physcial Security. I feel this is a path our profession is taking and it
needs to be addressed. “
“The CPE credit printout should at least include the name of the 
event, the date of the event, the location of the event, and my 
name. ISC2 will probably not accept the current printout as proof of 
attending the meeting”
“The evening meetings in NYC and Jersey City work great for me. 
Thank you for all your hard work. I find these meetings much more 
valuable than other organizations. “
“Try to stick to the schedule.. so that all speakers get time to speak”
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Got Some Spare Cycles?

Volunteers are always welcomed to work on 
upcoming events, help with special projects
Annual elections for officer/board member seats 
next election December 2007
Host a Meeting?
Event Sponsorship?
**2008 OWASP NYC 5 Day Global Event
Q&A ?
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A message from our fearless leader…

Jeff Williams OWASP Worldwide Chair
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OWASP DAY Panel

a) What is the current state of Privacy on Web 
Application Security? Does it really matter? Is 
privacy what will drive radical changes in web 
application's security (ala PCI)? 
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OWASP DAY Panel

b) Application side: what the data owner should 
be doing to protect the user's privacy? Should 
there be a law that states how to protect this 
information? What can we do to improve it?
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OWASP DAY Panel

c) Client side: what is the client's perception of 
privacy? How can a user trust a site about his 
own data treatment? Is the client nowadays 
safeguarded about a possible loss of privacy? 



18OWASP

OWASP DAY Panel 

d) What should OWASP be focusing on?
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OWASP DAY Panel

e) What would OWASP spend it's grant money? 
(note that new OWASP members can allocate 
some or all of their membership fees to specific 
projects)
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OWASP DAY Panel

f) Should OWASP organize such 'OWASP Weeks' 
every quarter?


